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Abstract—Source address spoofing is one of the most dangerous means of attacks in today’s Internet. In this paper, we study and classification and characteristics of the source address spoofing. Source address spoofing can be classified in six categories. The characteristics of first category of source address spoofing are analyzed by the statistical analysis of packets collected by the CAIDA network telescope, because we found that partial information of the original source address spoofing attack packets could be found in the ICMP error packets returned to the network telescope.
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I. INTRODUCTION

In the current Internet architecture, the IP address has dual important characteristics, namely, the location and identity. By design, the Internet forwards data packets solely based on the destination IP address. The source IP address is not validated during the forwarding process in most cases. This makes it easy for malicious hosts to spoof the source address of the IP packet [1]. Source address spoofing attack is an attacker sends forged packets in the Internet and takes over the identity of a trusted host in order to subvert the security of the target host [2], [3]. It can also attack receiver through any innocent third parties reflection [4].

Although not all the source address spoofing action launch attacks, there were tremendous harms with IP spoofing. Therefore, to study the classification and characteristics of IP spoofing will help people to understand the problems and find the solutions.

This paper is organized as follows. We first briefly describe relates works about source address spoofing in Section 2. Then we give a detailed description of the classification of source address spoofing in Section 3. In Section 4 we analyze H0 category attack by backscatter data capture by CAIDA network telescope. Finally, Section 5 will conclude the paper.

II. RELATED WORK

Source address spoofing technology was discovered in an academic conference in 1985. In this meeting, Robert T. Morris proposed the TCP/IP protocol sequence of predictability and source address spoofing technical bug [5].

This discovery indicates that the application of TCP/IP protocol is not fully secure. However, the vast majority of research work [1], [4], [6]-[8],[9],[10],[11],[12],[13], and [14] were based on the DoS [15] or DDoS [16] attacks using IP spoofing, from the viewpoint of the format of some concrete attacks. This is few study are from the viewpoint of the format of source address spoofing itself, which will be addressed in this paper.

There is some work on the measurement of source address spoofing. According to MIT’s spoofer project [17], in the Internet, the net-blocks spoofable accounted for about 16%, the IP addresses spoofable accounts for about 20%, and the Autonomous Systems spoofable accounting for about 24%. This paper will analyze the traffic of one category of source address spoofing attacks.

III. CLASSIFICATION OF SOURCE ADDRESS SPOOFING ATTACKS

The IP spoofing attacks can be described by three elements: the attacker A, the victim V, and the host H which is being spoofing.

The total set of all the IP addresses defined as the set I, in which all the announced valid IP addresses are defined as the set I'. As set I for the total set, the complement set of I' is denotes as set I", where I' ∪ I" = I and I' ∩ I" = ∅.

The set of source addresses of attackers is defined as I_A, and the set of addresses of other hosts on the same sub-network of attackers is defined as I_{AN}.

The set of source addresses of victims is I_V, and the set of source and other hosts on the same sub-network of victims is defined as I_{VN}.

The set of source addresses of hosts/routers on the path between the attacker A and victim V is defined as I_{K}.

We define set of source addresses of hosts/routers which are not in the same sub-network of attackers or victims, nor on the path between attackers and victims, as set I_0, where I_0 ∪ I_A ∪ I_V ∪ I_{AN} ∪ I_{VN} \cup I_{K} = I'

In the more general cases, attackers and victims are not in the same sub-network. Then the source address spoofing can be classified in six categories form H0 to H5 by the position of the host being spoofed:

H0 category means that the source address of being spoofed is non-existent or inactivated in the Internet, \( H0 = \{ i \mid i \in I" \);
H1 category means that the source address of being spoofed is the victim, \( H1 = \{ i \mid i \in I_v \} \);

H2 category means that the source address of being spoofed is within the same sub-network of the victim, \( H2 = \{ i \mid i \in I_{VN} \} \);

H3 category means that the source address of being spoofed is within the same sub-network of the attacker, \( H3 = \{ i \mid i \in I_{VA} \} \);

H4 category means that the source address of being spoofed is on the path between the attacker and the victim, \( H4 = \{ i \mid i \in I_{ok} \} \);

H5 category means that the source address of being spoofed is neither in the same sub-network of the attacker nor on the path between the attacker and the victim, \( H5 = \{ i \mid i \in I_v \} \).

The relations of those sets are shown in figure 1.
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When the attacker and the victim are in the same sub-network, then H2 and H3 category will be equivalent. In this case, the attackers could launch non-blind attacks [19] because they can obtain TCP and ACK serial number by packets sniffer [18].

A. \( H_0 \) category

\( H_0 \) category of attacks’ characteristic is an attacker fakes non-existent or inactivated IP address to disable victim’s normal services to other normal users. These addresses include the unallocated address, not visible in public or the private Internet address, that is, RFC1918 [20] definition of IP, RFC333 defined automatic allocation of address, loop address and address of network tests. Their forms or manifestations do not exist [21] in the Internet.

SYN flooding [2] [12] [13] is a typical way in the category of attacks. This will lead to depletion of victim of the CPU and memory space resources and prevent legitimate user from creating connection. A small number of SYN flooding attack could enable a remote host collapse if there are no other protection methods. However, in such attacks, attack can be achieved only by \( H_0 \) category addresses because an activated host will return RST packets to release of holding half-open connection when it received a SYN-ACK packet from the victim.

B. \( H_1 \) category

The attacker fakes victim’s IP address as source address. It can achieve reflective attacks, direct attacks and trap attacks. Basically, there are three forms:

For the first case, an attacker sends forged ICMP packets to the network broadcast address within victim host. Victim was submerged by the ACK floods, weakened the normal service and even collapsed.

In the second case, an attacker directly sents packets with the same source as destination IP address to a victim, that tried to send its response to itself, resulting in victim subject to interference and paralyze or restart.

The third, attacker forges the IP address of the victim in a number of unlawful actions, such as seizing bandwidth and so on. The host which is being spoofed then will be actually punished, because the source address is suppose to be the host identity in most cases.

Smurf attack [3] is an \( H_1 \) category typical reflection attack. Attackers use ICMP echo request packets directed to IP broadcast addresses from remote locations to generate denial-of-service attacks. Attacker fakes \( H_1 \) category source address so the host of destination address as the "signal amplifier", resulting in DoS in the same sub-network of victim.

The famous DrDoS [22] is another the typical examples of such attacks, which overflow victim or overload bandwidth.

TFN [23] and Land attacks [24] are also \( H_1 \) category typical direct attacks. An attacker sends packets to a victim with the source host/port the same as the destination host/port and with SYN flag set. It will lock up victim or crash protocol stack.

C. \( H_2 \) category

The \( H_2 \) category of attacks fakes source address within the same sub-network of the victim. In fact, such source address spoofing attacks often rely on the trust relationship between the victim and the host being spoofed.

The blind IP spoofing attacks [19] based on the TCP connection is a typical example of this category.

TFN2K [25] is also an example, that is next generation version of TFN [23].

D. \( H_3 \) category

The \( H_2 \) category of attacks fakes source address within the same sub-network of the attacker, which could easily pass the ingress filtering, because the granularity of such filtering is not fine.

Bounce Scan [24] is a typical example of this category. In order to get response packet from victim, attackers fake the source address of a neighbor in the same sub-network and sniff the network traffic back to neighbor. This attack could be used on port scanning. If a port of the victim is closed, the victim will reply RST packet [26].

It makes the things even worse is that such attacks can effectively escape from uRPF [27].
E. $H_4$ category

In $H_4$ category of attack, the attacker usually force the source address of the network equipment on the path from the attacker to the victim.

Under this type of attack, the attacker could disseminate false DNS or routing information, and redirect the network traffic [28]. This would be considered as one of the most dangerous attacks.

F. $H_5$ category

$H_5$ category of attack is that the attacker does not rely on the special topological relationship between the victim and the source address being spoofed. This category of attack is often combined, such as the MITM attack [29] is a sort of combination of two typical $H_5$ category attacks. If the original communication is between the V1 and V2, then A forge the source address of V1 when communicates with V2, while forge the source address of V2 when communicates with V1.

IV. BACKSCATTER DATA ANALYSIS OF $H_0$ CATEGORY OF ATTACK

A. Backscatter ICMP technology

The SYN-ACK traffic will be replied to the forged host rather than attackers when the target received source address spoofing packet. The deployment of network Telescopes can capture the respond packets of fake source addresses of the attack traffic. Those packets are Backscatter packet [30]. Now, this is a very popular method to detect hosts that infected by attacks using not yet allocated IP addresses.

CAIDA deployed the 0./8 network Telescopes [31] to capture 224 IP address block traffic. The dark network address block is IPv4 address space of 1/256 and they found the daily traffic is usually above the 10G.

As show in Figure 3, even the smallest hourly traffic is more than 2.5 million bytes, up to 59 million bytes. Huge volume of samples reflected the source address spoofing attack characteristics. In this paper, we analyze the target TCP/UDP port of the original source address spoofing packets. The numbers of attacks on major TCP/UDP ports are shown in figure 4.

As show in figure 4, we can draw a conclusion that in the $H_0$ category of source address spoofing attacks targeted mainly at the TCP port 80, 443, 23, followed by the UDP port 53, 137, 138, 1900, 67 and TCP port 6667.

TCP port 80 (HTTP) and port 443 (HTTPS) [23][35-36]: TCP port 80 is opened for HTTP, mainly used for Web server. It can be seen from figure 4 that HTTP is the number one target of the source address spoofing attacks. Anti-spam organization Spamhaus [37] found that HTTP-based DDoS attacks is a great threat. The attackers often launches thousands threads to DDoS the target web server by controlling the BotNet. TCP port 443 is used as a secure web connection port of HTTPS. Form our analysis, HTTPS is the second frequent target of source address spoofing attacks, as shown in figure 4.
TCP port 23 (Telnet): Telent is the third frequent target of source address spoofing attacks in figure 4. We have to make some assumptions that the attacker could sniff the response from the victim server or blindly send message to the victim server.

UDP port 137 and 138 (NetBIOS service) [38]: UDP port 137 138 are mainly used for NetBIOS services and LAN to provide computer name or IP address for service of sharing of resources. Through NetBIOS protocol, the two ports will automatically be opened. We guess that some attackers sends service requests to targets by spoofing none-existence source address, then cause the targets continue to return broadcasting packet to respond to the request, resulting in a large number of invalid response packets and network congestion.

UDP 53 (DNS query): UDP port 53 is mainly used for DNS service. An attacker flood a huge number of DNS query packets with spoofed source address to disturb the normal service of DNS servers.

UDP 1900 (simple service discovery protocol) [39]: UDP port 1900 is mainly used for Window XP or later version to exchange information with equipment. However, this protocol has a fatal Bug to cause the infinite loop.

UDP port 67 (Bootp services): DHCP server opens UDP port 67 and broadcast UDP port 68 responding to client requests. Since the protocol itself doesn’t have access control mechanism, the attacker can spoof any client or DHCP server to steal the client’s information or redirect the user traffic to a faked default gateway.

TCP port 6667 (IRC) [40-41]: TCP port 6667 is the default communications port in IRC, which is now being used between attacker and Zombies/Bots host to send the BotNet control instructions.

In summary, the source address spoofing attacks mainly targeted the following well-known ports and services: HTTP(TCP port 80), HTTPS(TCP port 443), Telnet(TCP port 23), NetBIOS(UDP port 137 and 138), DNS(UDP port 53), Simple service discovery protocol (UDP port 1900), DHCP(UDP port 66 and 67), and IRC(TCP port 6667). Form figure 4, we also found that TCP port 21, 22, 3389, 2119, 4600, and 15100 appeared frequently as the target of attacks in some period. For example, the attacks targets at TCP port 2119 remains high traffic volume from 23:00 May 25th to 14:00 May 26th, 2008.

V. CONCLUSION

Source address spoofing has become a widely used mechanism for attack s because it can be easily launched and is difficult to defend against and trace. Therefore, the classification of network attack s based on source address spoofing is very important. This paper presents a survey of the modes of source address spoofing and their effect on the Internet. The source address spoofing attack s are related to the attacker, the victim and the spoofed host. Source address spoofing attack s can be classified into six categories based on the position of the host being spoofed. This classification clarifies the problems of source address spoofing which will lead to improved prevention methods as a foundation of a trustworthy Internet architecture.

This paper also presents a new method to find the information of original source address attack packets from Backscatter ICMP packets captured by network telescope, and analyzes the latest Backscatter packets captured by CAIDA network telescopes. The traffic of ICMP packet is extracted and gathered by data mining and statistical analysis techniques. The distribution of TCP/UDP ports as the targets of source address spoofing attacks is presented. We discovered the attacks mainly concentrated on some well-known ports, in particular, TCP port 80 and 443 (HTTP and HTTPS).
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Figure 4. The distribution of TCP/UDP ports attacked by IP spoofing